Hodgeville School
Box 160
HODGEVILLE SK SOH 2B0
(306) 677-2393

hodgeville_school@chinooksd.ca

September 2024
Welcome back Coyotes.

Please fill out all forms in this registration package for your child(ren). Please take the
time to go through all the information regarding your child{ren) and be sure to update
the school with any additional information that will be relevant to the upcoming
school year.

All reqguired forms need to be returned to the school office by
Friday, September 13"

If there are any questions please contact the school at 306-677-2393. Or you can
email Ms.Brenda Koudelka at bkoudelka96@chinooksd.ca




Student Violence Threat Risk Assessment
FAIR NOTICE

Chinook School Division is committed to creating and maintaining school
environments in which students, staff, parents/quardians/caregivers and
others feel safe. Schools cannot ignore any threat of violence.

Chinook

School Division

What is a threat?
e an expression of intent to do harm or act out
violently against someone or something

e may be verbal, written, drawn, posted on the
Internet, or made by gesture

Duty to Report

To keep school communities safe and caring, staff,
parents/guardians/caregivers, students and
community members must report all threat related
behaviours to the school principal.

What is the purpose of a Student Violence
Threat Risk Assessment?
¢ to ensure and promote the emotional and
physical safety of students, staff, parents, the
student making the threat, and others

e to ensure a full understanding of the context of

the threat

e to understand the factors that contribute to
the person of concern’s behaviour

e to be proactive in developing an intervention
plan that addresses the emotional and physical
safety of the person of concern

s to promote the emotional and physical safety
of all

What behaviours warrant a Student Violence
Threat Risk Assessment to be initiated?

A Student Violence Threat Risk Assessment will be
initiated for behaviours including, but not limited to:

e serious violence or violence with intent to harm
or kill

e indicators of suicidal ideation as it relates to
fluidity (both homicidal and suicidal)

o verbal/written threats to kill others (clear, direct,
and plausible)

e the use of technology to communicate threats to
harm/kill others or cause property damage (e.g.,
computer, cell phone)

s possession of weapons (including replicas)

e bomb threats {(making and/or detonating
explosive devices)

o fire setting

e sexual intimidation or assault

e gang related intimidation and violence

¢ hate incidents motivated by factors including, but
not limited to race, culture, religion, and/or
sexual orientation

The information in this brochure reflects the thinking
and work of J. Kevin Cameron, Director of the North
American Center for Threat Assessment and Trauma

Response.

The complete Violence Threat Risk Assessment

Protocol may be found on Chinook School
Division’s website at www.chinooksd.ca.

What Parents and Students Need to Know

e any threat must be reported to the school
principal

e investigation may involve the student services
counsellor, the police of jurisdiction, or other
community agencies

s investigation may involve locker or personal
property searches

s interviews will be held with the person of
concern and other students or adults who may
have information about the threat

e parents of students who are directly involved
will be notified

e threatening behaviour may result in
disciplinary action

¢ an intervention plan may be developed for the
student making the threat and a support plan
developed for any individuals targeted by
threats
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Computers and other technologies can be fun, but there is also a serious side to their use.
The equipment is expensive to buy and to maintain; students need to treat equipment with care
and respect. They need to remember that using the computers is a privilege; if they abuse them or
use them inappropriately, they will lose that privilege.
They also need to look after themselves. Not all information that is available through the use of
computers or the Internet is appropriate for students. Also, students need to take care in
communicating with strangers over the Internet.

What is Appropriate Use?
For students in grades K-6, Appropriate Use of Technology and the Internet includes only
work which has been assigned by a teacher or approved by a teacher.

How Do | Know What's Inappropriate Content?

The Students’ Over-the-Shoulder Rule: If you would not be comfortable with a parent
watching what you are doing over one shoulder and a teacher over the other, then you probably
shouldn’t be doing it. If you accidentally stumble upon content/information that you feel is
inappropriate, tell your teacher or another school employee immediately.

How do | Ensure My Personal Safety?
Protecting yourself on the Internet is not all that different from protecting yourself in real life. To
ensure your own personal safety, you should:

0 Not give out any personal contact information, for yourself or anyone else. This includes
your address or phone number,

0 Not agree to meet with someone you have met online without your parent’s prior
approval. Your parent(s) should accompany you to any such meeting.

0 Promptly tell your teacher, your parents, or other school employee any message/contact
you receive that is inappropriate or makes you feel uncomfortable.

Personal Responsibility - A Message to Students:

When you are using the school’s computer system, you may feel like you can easily break a rule
and not get caught. This is not really true. Even if it were true, you need to remember that there
will always be one person who knows that you did something wrong — you. The way you make
use of the computers in the school says something about the kind of person you are. The purpose
of this policy is to help you make the right decisions — for your own good.
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PARENTAL CONSENT
Photo/Video/Media Release

CHINOOK PUBLICATIONS

During the school year there are occasions when photographs of your child may be taken
by staff of Chinook. Your authorization 1o use photos of your child in school division
publications (brochures. annual reports. newsletters. ¢ic.) is requested. Occasionally,
student work samples and video clips may be used as well. Student names will not appear
in these publications unless additional permission is granted.

The school division website (chinooksd.ca) contains school news, information and links
to school websites and social media sites (ex. Facebook, Twitter, Google+. etc.). These
online publications and tools are used to help the community learn more about our
schools and allows us to highlight student achievements and school or school division
activities and news.

Student photos may be posted online to showcase particular events or activities. Photos of
targe groups, or action photos where students cannot be identificd, may be posted without
parental permission. Personal information may be used to recognize student
accomplishments or participation in academic or extra-curricular activities. Photos and
videos may be utilized for instructional and Teacher Professional Development purposes
as well. Sites may include links to media sources that include articles, photos and video
of school and school division activilies.

NEWS & EXTERNAL MEDIA

From time to time the news media may cover events or activitics at your child’s school.
Whether or not you have concerns about your child participating in media coverage at
school (being photographed, video taped or interviewed) it is important that we know
your wishes. Media coverage may include the use of your child’s name. All types of
media outlets cover Chinook and school events. including but not limited to:
newspapers/newsletters. radio. television/video and online.

It is standard practice for media professionals 1o gain parental permission at events where
they wish to photograph/film/interview/name a child.



©hi noot

DRIVER AUTHORIZATION FORM

Name of Applicant - please print clearly

It is strongly recommended that all persons transporting Chinook students and Chinook
students that have permission to drive themselves and/or other students carry Third
Party Liability Insurance in addition to the basic insurance that you receive when you
purchase your license plates. This recommendation is designed for your protection.
Chinook School Division’s insurance carrier recommends a package policy of two million
dollars as being sufficient. You may elect to increase your coverage for any amount up
to that figure but it is not compulsory that you do so.

| have a valid Driver’s License # ]

! have read this document and acknowledge the above recommendation.

Signature of Driver Date

| authorize the above mentioned driver to serve in that capacity for the
school year.

Signature of Principal Date



Hodgeville School
Box 160

Hodgeville, Saskatchewan SOH 2BO
Phone: (306) 677-2393
Fax#: (306) 677-2842

RE: Reguest for Police Record Check.

Hodgeville School requires the applicant to provide a current
criminal record check as follows:

(3 Police Criminal Record Check
0 Police Vulnerable Sector Check.
The applicant would like to be a chaperone/volunteer with our

Hodgeville School for school trips and excursions,

Applicant name:

Applicant signature:

Date:

Sincerely,
Cchqu

Principal

Hodgeville School

“Learning for Life”



